One-Week Online Capacity
Building Programme

Fortifying Digital India:
Understanding Cyber Threats and
Regulatory Frameworks
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* The programme will be conducted in online
mode through live interactive sessions.
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ABOUT THE ORGANISERS

ABOUT THE PROGRAMME

Dr. Rohini Kanta Barua

Dibrugarh, Assam, a leading institution of legal

Law College,

education in North-east India is proudly
celebrating its Golden Jubilee, marking five
decades of the institution’s invaluable
contribution to the field of legal education.
Located at the heart of Dibrugarh, it is
affiliated  with  Dibrugarh
University and approved by the Bar Council of
India, New Delhi.

The Nowgong Law College, founded in 1970,

and one of the oldest law colleges in Assam,

permanently

enjoys a pre-eminent reputation for excellance.
The college, which has a rich heritage and
pedigree, is the repository of erudition in the
legal firmament producing several luminaries
who have adorned the Benches and Bar as well
as the academe. It is affiliated with Gauhati
University and approved by the Bar Council of
India, New Delhi.
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Contact Number: +91- 8876884832
Email Id: rkbcdp26@gmail.com

Digital technologies now shape almost every aspect
of daily life in India, from governance and education
to banking, communication, and commerce. As this
digital footprint expands, so do the risks that come
with it. Cyber fraud, data breaches, identity misuse,
and algorithm-driven harms are no longer new to us.
These risks raise serious legal, regulatory, and
institutional concerns.

The programme focuses on how law responds to
technological change, particularly in areas such as
cybercrime, artificial intelligence (AI), digital
payments, and data protection, with specific
reference to the Indian regulatory environment.

By the end of the programme, participants are
expected to develop a clearer, more grounded
understanding of cyber threats and the legal
responses available to address them. The larger aim
is to build informed capacity among students,
researchers, and professionals so that they can engage
more effectively with the challenges of digital
governance in a rapidly changing technological
landscape.

Under the MoU, the organisers, through joint
initiative, are organising this One- Week Capacity
Building Programme titled “Fortifying Digital
Threats and
Regulatory Frameworks” to help participants

India: Understanding Cyber
understand the changing nature of cyber threats and
the regulatory and institutional frameworks that seek
to address them.

All participants who succesfully complete the CBP
shall be awarded an e-certificate of participation.

Contact Number: +91- 8876884832
Email Id: rkbedp26@gmail.com




THE OBJECTIVES OF THE
PROGRAMME

1. To provide a basic understanding of
contemporary cyber threats and technology-
enabled crimes in an increasingly digital
society.

2. To familiarise participants with the legal
and regulatory frameworks governing
cyberspace, cybercrime, data protection, and
digital financial systems in India.

3. To examine practical challenges in
cybercrime regulation and enforcement,
including those arising from artificial
intelligence and algorithm-based
technologies.

4. To strengthen the capacity of participants
to engage critically and effectively with
issues of cyber governance, digital risks, and
regulatory responses in academic, research,
and institutional contexts.

TARGET GROUP

This programme is open to all students,
research scholars, faculty members, and
professionals from any field with an interest
in cyber issues and digital governance.

IMPORTANT DATES

e Date for release of the Brochure:-
16™ January, 2026.
e Last date for
18" February, 2026.

e Release of Programme Schedule:-

22" February, 2026.

Contact Number: +91- 8876884832

Registration:-

SUB-THEMES FOR
DELIBERATIONS (DAY-WISE)

Day 1:- Understanding the Changing Nature
of Cybercrimes in India.

Day 2:- AI Related Cybercrimes in India and
Its Preventive Measures.

Day 3:- Understanding and Safeguarding
Algorithm-Based Social Engineering Attacks.
Day 4:- Safeguarding UPI and  Digital
Payments in the Age of AL

Day 5:- Understanding and Combatting
Psychological Trafficking.

Day 6:- Legal Frameworks on Cyber Crimes
and Digital Security in India.

PROGRAMME OUTCOME

Through this programme, the participants are
expected to develop a clear understanding of
emerging cyber threats and the challenges
posed by digital and technology-enabled
crimes. The programme will strengthen
participants’ ability to think critically about
risks, responsibilities, and accountability in
digital spaces. Overall, the programme aims to
help participants apply the insights gained in
their studies, research, professional work, and
institutional settings.

REGISTRATION

Fee:- INR 200/-
Link:- https://forms.gle/MnFtg61VexNP7dFe8

Contact Number: +91- 8876884832

Organising Committee

¢ Dr. Prakash Barooah, President, Governing  Body,
Dr. R. K. B. Law College.

e Adyv. Sarat Ch. Khaund, President, Governing Body,
Nowgong Law College.

e Dr. Gautomi Dutta, Principal, Dr. R. K. B. Law
College.
* Dr. Sujata Bhattacharyya, Principal, Nowgong Law

College.
CONVENOR

® Dr. Deepankar Bhattacharjee, Assistant Professor,
Dr. R. K. B. Law College.

JOINT-CONVENORS

e Mr. Pankaj Jyoti Nath, Assistant Professor and
IQAC Coordinator, Nowgong Law College.

e Ms. Preetisha Choudhury, Assistant Professor, Dr.
R. K. B. Law College.

® Ms. Ritimoni Sharma, Assistant Professor, Dr. R. K.
B. Law College.

® Ms. Manalisa Medhi, Assistant Professor, Dr. R. K.
B. Law College.

e Dr. Manomita Paul, Assistant Professor, Dr. R. K.
B. Law College.

e Ms. Shilpi Gupta, Assistant Professor, Dr. R. K. B.
Law College.

® Dr. Bijeta Chetry, Assistant Professor, Dr. R. K. B.
Law College.

® Mr. Debojit Boruah, Office Assistant Dr. R.K.B.
Law College (Technical Support).
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